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	Reason for change:
	
In R3-223915, RAN3 has indicated to SA3 the following:

“RAN3 has agreed not to send an explicit indication of UE support for UP integrity protection in the SgNB Addition Request message or in the SgNB Modification Request message, since RAN3 thinks that the en-gNB can interpret that the UE supports EPS UPIP capability once it receives the Security Indication for any E-RABs to enable UPIP. 
The above signalling decision assumes that there is no requirement in SA3 to enable UP IP in the en-gNB when the MeNB does not support UP IP.
RAN3 would like SA3 to confirm that RAN3 understanding of SA3 requirement is correct, and if this is the case to align TS 33.401 with regards to RAN3 signalling decision.”  
Security Indication is defined as follows in TS 36.423 and corresponds to UP integrity protection policy in TS 33.401:

++++++++++
[bookmark: _Toc105523565][bookmark: _Toc106131109]9.2.181	Security Indication
This IE contains the user plane integrity protection indication which indicates the requirements on UP integrity protection for the corresponding E-RAB.
	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	Integrity Protection Indication
	M
	
	ENUMERATED (required, preferred, not needed, …)

	Indicates whether UP integrity protection shall apply, should apply, or shall not apply for the concerned E-RAB.



+++++++++++
[bookmark: _Hlk106040350]
[bookmark: _Toc20954286][bookmark: _Toc29902290][bookmark: _Toc29906294][bookmark: _Toc36550284][bookmark: _Toc45104012][bookmark: _Toc45227508][bookmark: _Toc45891322][bookmark: _Toc51763960][bookmark: _Toc56527959][bookmark: _Toc64381926][bookmark: _Toc66283501][bookmark: _Toc67910877][bookmark: _Toc73979655][bookmark: _Toc88650379][bookmark: _Toc97885506][bookmark: _Toc98882626]In clause 8.7.4 SgNB Addition Preparation in TS 36.423, it is specified that Security Indication IE is included for each E-RAB.

This CR proposes to align TS 33.401 with R3-223915.


	
	

	Summary of change:
	The following changes are proposed:
· In step 2, the indication which indicates whether the UE can support UP integrity protection or not, has been removed.
· In step 2, it has been clarified that if the SgNB does not receive the UP integrity protection policy from the MeNB then the SgNB shall treat the UP integrity protection policy as "Not Needed".

	
	

	Consequences if not approved:
	TS 33.401 is not aligned with RAN3 specification in TS 36.423.
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**** START OF CHANGE ****
[bookmark: _Toc11226526][bookmark: _Toc26800220][bookmark: _Toc35439028][bookmark: _Toc35439359][bookmark: _Toc98510327][bookmark: _Toc106360854]E.3.3	Activation of encryption/decryption/integrity protection of DRBs and encryption/decryption/integrity protection of SRB
The dual connectivity procedure with activation of encryption/decryption and integrity protection of Split and/or Non-Split SgNB terminated DRB(s) (i.e. a DRB for which PDCP is located in the SgNB)  and/or activation of encryption/decryption and integrity protection of an SgNB terminated SRB (i.e. a SRB for which PDCP is located in the SgNB)  follows the steps outlined on the Figure E.3.3-1.



Figure E.3.3-1. SgNB encryption/decryption and integrity protection activation 
1.	The UE and the MeNB establish the RRC connection.
2.	Before the MeNB decides to use dual connectivity for some DRB(s) and/or an SRB with the SgNB, the MeNB shall check whether the UE has NR capability and is authorized to access NR. The MeNB sends SgNB Addition Request to the SgNB over the X2-C to negotiate the available resources, configuration, and algorithms at the SgNB. .  The MeNB computes and delivers the S-KgNB to the SgNB if a new key is needed. The UE NR security capability shall also be sent to SgNB. The SgNB Addition Request message shall additionally include UP integrity protection policy (either the one received from other network entities or the locally configured one if no UP integrity protection policy is received from other network entities) and an indication which indicates whether the UE can support UP integrity protection or not. 
If the SgNB does not receive the UP integrity protection policy from the MeNB then the SgNB shall treat the UP integrity protection policy as "Not Needed".
NOTE 1: Void.
NOTE 2:	Void
3.	The SgNB allocates the necessary resources and chooses the ciphering algorithm and integrity algorithms for the DRB(s) and SRB if an SRB is to be established which has the highest priority from its configured list and is also present in the UE NR security capability. If a new S-KgNB was delivered to the SgNB, then the SgNB calculates KSgNB-UP-int (if needed) and KSgNB-UP-enc as well as KSgNB-RRC-int and KSgNB-RRC-enc if an SRB is to be established. If  the UE supports user plane integrity protection based on the received indication, then the SgNB shall use the UP IP policy received from the MeNB to determine whether to activate UP integrity protection. The SgNB shall activate UP integrity protection per DRB according to the UP integrity protection policy if it is received and shall indicate that to the UE. If the SgNB does not receive the UP IP policy and the indication, then the SgNB shall not activate UP IP.
4.	The SgNB sends SgNB Addition Request Acknowledge to the MeNB indicating availability of requested resources and the identifiers for the selected algorithm(s) to serve the requested DRBs and/or SRB for the UE. 
5.	The MeNB sends the RRC Connection Reconfiguration Request to the UE instructing it to configure the new DRBs and/or SRB for the SgNB. The MeNB shall include the SCG Counter parameter to indicate that the UE shall compute the S-KgNB for the SgNB if a new key is needed. The MeNB forwards the UE configuration parameters (which contains the algorithm identifier(s) and UP integrity indication received from the SgNB in step 4) to the UE (see clause E.3.4.3 for further details). 
NOTE 3: Since the message is sent over the RRC connection between the MeNB and the UE, it is integrity protected using the KRRCint of the MeNB. Hence the SCG Counter cannot be tampered with, and the UE can assume that it is fresh.
6.	The UE accepts the RRC Connection Reconfiguration Command. The UE shall compute the S-KgNB for the SgNB if an SCG Counter parameter was included. The UE shall also compute KSgNB-UP-enc and KSgNB-UP-int (if needed) as well as KSgNB-RRC-int and KSgNB-RRC-enc for the associated assigned DRBs and/or SRB. The UE sends the RRC Reconfiguration Complete to the MeNB. The UE activates the chosen encryption/decryption and integrity protection at this point.
7. MeNB sends SgNB Reconfiguration Complete to the SgNB over the X2-C to inform the SgNB of the configuration result. On receipt of this message, SgNB may activate the chosen encryption/decryption and integrity protection with UE. If SgNB does not activate encryption/decryption and integrity protection with the UE at this stage, SgNB shall activate encryption/decryption and integrity protection upon receiving the Random Access request from the UE.

**** END OF CHANGE ****
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